年　　月　　日

セキュリティインシデント報告書（情報漏えい）

　教育ICT管理者　様

教育委員会事務局〇〇担当・課

　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　 教育情報セキュリティ管理者

大阪市教育委員会情報セキュリティ対策基準に基づき、次のとおり報告します。

(第　ｎ　報)

|  |  |  |
| --- | --- | --- |
| 所属 | 部署名： | 担当者名：  |
| 電話番号：  | FAX番号：  |
| 電子メールアドレス：  |

|  |
| --- |
| 【流出の区分】：□USBメモリ等記録媒体の紛失□USBメモリ等記録媒体の盗難□Winny等のファイル共有ソフトの利用による流出□メールの誤送信による流出□その他（　　　　　　　　　　　　　　　　　　　　　　　　　　） |
| 【事案が発生した部署名】 |
| 【流出元】□当該部署　　　□委託先　　　□再委託先　　　　　□その他（　　　　　　　　） |
| 【流出させた者】　□職員　　　　　□第３者　　　□不明（調査中）　　□その他（　　　　　　　　　） |
| 【流出に係る経過】　　年　　月　　日発生　　年　　月　　日発覚　　年　　月　　日公表 |
| 【事案の概要】 |
| 【流出した情報資産の概要と件数】* 情報概要
* 重要性分類　　□Ⅰ　□Ⅱ　□Ⅲ　□Ⅳ

（内容：　　　　　　　　　　　　　　　　　　　　　　）* 個人情報　　　□含む　□含まない
* 特定個人情報　□含む　□含まない
* 流出件数
* 件（□確定　□推定　□不明）
 |
| 【被害状況】 |
| 【事案発生の原因】 |
| 【流出した個人情報の本人への対応】 |
| 【その他の対応】* 技術的再発防止策
	+ 人的再発防止策（教育・指導）

|  |  |
| --- | --- |
| 手法 | □研修　□口頭　□会議　□通知　□指示 |
| 対象者 | □職員全員　□管理職　□係員　□システム担当者　□児童生徒□委託事業者（　　　　　）□指定管理者（　　　　　　）□その他（　　　　　） |
| 対象人数 |  |
| 実施日 |  |

* + その他再発防止の措置
	+ 報道発表、HPへの掲載等：□有　□無　(有の場合は内容を記載)
 |
| 【警察への連絡状況】（連絡先部署名及び電話番号を記載） |

【事後確認】

|  |  |
| --- | --- |
| 確認区分  | □報告　□電話　□現地調査 |
| 確認日 | 　　年　　月　　日（　　） |
| 改善措置の対応状況 |  |
| その他 |  |